
















Steps:

1. Alice chooses at random bitstrings a and b of length n

2. for i�n Alice encodes ai according to basis indicated by bi (0 indictes +, 1 indicates
×)

3. Alice sends n photons (codes for a)
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e�ect of eavesdropping:

• assume that Alice chooses basis × to encode 0,

• eavesdropper Eve chooses a di�erent basis for the measurement: namely +

• Eve gets |0iwith pbb .5 and |1iwith pbb .5, say |0i has been obtained

• at the same time the photon converted to |0i (important!)

• Bob measures the photon according to the basis
1

2

� (|0i+ |1i) ,
1

2

� (|0i� |1i)

• |0i =
1

2
�

�

1

2
� (|0i + |1i)+

1

2
� (|0i � |1i)

�

, so both results of the measurements (i.e
1

2
� (|0i+ |1i) or

1

2
� (|0i� |1i) are equally probably for Bob, so the measurement of

Bob indicates 1 with pbb .5

• corollary: eavesdropping creates inconsistency between Alice and Bob with pbb .5 once
Eve chooses a di�erent basis than Alice and Bob � this is why 50% of agreed bits
have to be checked
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Eckert algorithm:

� entangled pair of photons: measurement of one of them makes the mirror change of
the other photon

� procedure:

1. generate entangled qubits
1

2

� (|0i+ |1i) by some source

2. measure them by Alice and Bob on both ends of the channel

Properties:

� long distance transmissions possible, even to a moving airplane, satellite, etc

� over optical �bre or in free space (vacuum better)

� 1203 km between ground stations over satelite (China)

� both BB84 and Eckert can be used

� high price

� does not solve man-in-the-middle issue
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